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	VI Congreso ISACA IBEROAMERICA 2026





Formulario de solicitud de Ponencias para el
 VI Congreso ISACA IBEROAMERICA 2026
26, 27 y 28 de Mayo de 2026
Deberá rellenar el presente documento en formato Word y enviar notificación por correo electrónico a info@isacaiberoamerica.org informando la remisión de la documentación y su voluntad de participar en el Congreso como ponente.
Todos los interesados en realizar una ponencia en este evento deberán rellenar este formulario de solicitud con el resumen o abstract de la ponencia. Por favor, cumplimente los datos con precisión, pues esta información será utilizada en todas las acciones de difusión y documentación impresa que se realice. Tanto la presentación, como este formulario se pueden realizar en Castellano, portugués o inglés (en este último caso especificarlo). Se admiten hasta dos ponentes por presentación y un máximo de dos presentaciones por ponente. 
	DESCRIPCIÓN DE LA PONENCIA QUE SE PROPONE
	

	
	TITULO 


	
	PONENTE


	
	SÍNTESIS: (max. 40 palabras)


	
	RESUMEN: (max. 200 palabras)


	
	Describir el tipo de implementación que se ha desarrollado (marcar con X lo que corresponda): 

	
	Nivel:  __ Avanzado,  __Divulgación



	
	Temas específicos (describir, en consideración con los temas sugeridos en próxima página): 



	
	<REFERENCIAS: links o referencias relativas al contenido del artículo>



	
	LinkedIn:  

Twitter: 
Correo electrónico:


	
	<Comentarios y Aclaraciones>




	
	Temario sugerido:

Auditoría, Gobernanza y Regulación en la Era de la IA y Tecnologías Emergentes: Explorará cómo auditar, regular y gobernar en un entorno de aceleración tecnológica, analizando retos, marcos regulatorios y casos prácticos para garantizar decisiones responsables y sostenibles.

Temas específicos sugeridos:

· Gobernanza de la IA y Tecnologías Emergentes: regulación, cumplimiento normativo y ética.

· Auditoría de sistemas basados en IA: trazabilidad, validación de modelos y verificación de datos.

· Tecnologías y Comunicaciones Cuánticas: desafíos regulatorios y oportunidades.

· Encripción post-cuántica: casos de éxito y estándares emergentes.

· Tecnología Financiera (FinTech): riesgos regulatorios, innovación y auditoría.

· Modelos de intercambio de información: prácticas de compartición y estándares internacionales.

Seguridad, Riesgos y Resiliencia frente a la IA y Tecnologías Emergentes: Presentará estrategias para proteger lo esencial mediante seguridad de la información, ciberseguridad, gestión de riesgos, privacidad, continuidad y resiliencia, con enfoques para anticipar amenazas, salvaguardar datos y mantener la operación en entornos de cambio vertiginoso.

Temas específicos sugeridos:

· Amenazas y tendencias actuales:

· Ransomware.

· Telefonía y dispositivos móviles.

· 
Ciberseguridad en 5G.

· 
BIO hacking y disciplinas alternativas.

· Seguridad en infraestructura y operaciones:

· Redes Operacionales (OT): ataque y defensa en sistemas de control industrial.

· 
Ciberseguridad en la cadena de suministro.

· 
Centros de Operaciones de Ciberseguridad (SOC): casos de éxito.

· Técnicas y tecnologías aplicadas a ciberseguridad:

· Machine Learning y Deep Learning para detección y respuesta.

· 
Ingeniería inversa, debugging, hooking, fuzzing, exploiting, DFIR.

· 
Cómo hackear IA: LLM, prompt hacking, model drift, inferencia y envenenamiento de datos.

· Integración de desarrollo y operaciones seguras:

· DEV/SEC/OPS: metodologías y herramientas.

· DEV: MQTT, AMQP, patrones de desarrollo, desarrollo distribuido, CI/CD.

· OPS: puppet, jenkins, orquestación, virtualización y contenedores, artefactos.




	DATOS Y BIOGRAFÍA DEL AUTOR/A

	Nombre y Apellidos*
	

	Organización*
	

	Puesto*
	

	Biografía*
	

	Enlaces (links) a referencias en Internet (vídeos, presentaciones, etc.)


	

	Documentación
	

	Correo Electrónico*
	

	Teléfono Móvil*
	

	Dirección*
	

	País*
	


Copiar y pegar este cuadro para rellenar los datos del segundo autor cuando corresponda

Los datos marcados con asterisco son de cumplimentación obligatoria.
Para cualquier información adicional contactar con: info@isacaiberoamerica.org
Criterios de selección 
La selección de las propuestas de exposición se realizará en función de los siguientes criterios:

Interés, creatividad e innovación (30 %), considera conceptos de relevancia y novedad.
Experiencia del expositor (30 %), contempla años en la temática, charlas previas en eventos profesionales y certificaciones/reconocimientos.
Cantidad y calidad de ejemplos (30 %), alcanza a cantidad de casos, profundidad y grado de aplicación.
Disposición a compartir material (10 %).
	Información básica sobre Protección de Datos
 

	Responsable
	ISACA Iberoamerica

	Finalidad
	Participar en el Call for papers para el VI Congreso ISACA Iberoamerica 2026

	Legitimación
	Consentimiento del Interesado

	Destinatarios
	No se cederán datos a terceros, excepto por obligación legal.

	Derechos
	Tiene derecho a acceder, rectificar y suprimir los datos, así como otros derechos, como se explica en la información adicional 

	Información adicional
	Puede consultar la información adicional y detallada sobre Protección de Datos en nuestra página web: www.isacaiberoamerica.org/

	LSSI
	De acuerdo con la ley 34/2002 de Servicios de la Sociedad de la Información, autorizo a que remitan noticias de actualidad y publicidad de su interés, por cualquier medio de comunicación electrónico



[image: image1]  He leído y doy mi consentimiento para el tratamiento de los datos. 
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