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CALLFORPAPERS
“Bases de participación”
VI CONGRESO ISACA IBEROAMERICA
2026


Abierto el plazo para los profesionales del sector de las TIC,  de solicitud de presentación de ponencias para el:


[bookmark: V_Congreso_IBEROAMERICANO_ISACA_2024]VI Congreso IBEROAMERICANO ISACA 2026
IA y RIESGOS DIGITALES. 

Dicho congreso se celebrará los días 26, 27 y 28 de mayo 2026, de forma online y será organizado por los capítulos de la región Iberoamericana en idiomas español y portugués.

Les invitamos a enviar su propuesta de ponencia, porque ser ponente en el VI Congreso IBEROAMERICANO ISACA 2026 otorga un buen prestigio y reconocimiento en el Sector TI, tanto a nivel personal como para las organizaciones.

Esperamos su propuesta si en su experiencia reciente se demuestra que dicha propuesta incluye un caso práctico de implementación dentro del ámbito de la ciberseguridad, auditoría o gobierno que suponga un ejemplo de aprendizaje.

[bookmark: Temática_del_congreso]Temática del congreso:
La confianza en las tecnologías de la información se ha convertido en uno de los grandes temas de la actualidad. Estas herramientas ofrecen un abanico de oportunidades sin precedentes, pero también exponen a las organizaciones a riesgos y amenazas cada vez más complejos.
En este congreso se abordará cómo gobernar lo inesperado y proteger lo esencial en la era de la inteligencia artificial y las tecnologías emergentes, a través de dos ejes principales, con el siguiente temario sugerido:

Auditoría, Gobernanza y Regulación en la Era de la IA y Tecnologías Emergentes: Explorará cómo auditar, regular y gobernar en un entorno de aceleración tecnológica, analizando retos, marcos regulatorios y casos prácticos para garantizar decisiones responsables y sostenibles.

Temas específicos sugeridos:
· Gobernanza de la IA y Tecnologías Emergentes: regulación, cumplimiento normativo y ética.
· Auditoría de sistemas basados en IA: trazabilidad, validación de modelos y verificación de datos.
· Tecnologías y Comunicaciones Cuánticas: desafíos regulatorios y oportunidades.
· Encripciónpost-cuántica: casos de éxito y estándares emergentes.
· Tecnología Financiera (FinTech): riesgos regulatorios, innovación y auditoría.
· Modelos de intercambio de información: prácticas de compartición y estándares internacionales.

Seguridad, Riesgos y Resiliencia frente a la IA y Tecnologías Emergentes: Presentará estrategias para proteger lo esencial mediante seguridad de la información, ciberseguridad, gestión de riesgos, privacidad, continuidad y resiliencia, con enfoques para anticipar amenazas, salvaguardar datos y mantener la operación en entornos de cambio vertiginoso.

Temas específicos sugeridos:
· Amenazas y tendencias actuales:
· Ransomware.
· Telefonía y dispositivos móviles.
· Ciberseguridad en 5G.
· BIO hacking y disciplinas alternativas.
· Seguridad en infraestructura y operaciones:
· Redes Operacionales (OT): ataque y defensa en sistemas de control industrial.
· Ciberseguridad en la cadena de suministro.
· Centros de Operaciones de Ciberseguridad (SOC): casos de éxito.
· Técnicas y tecnologías aplicadas a ciberseguridad:
· Machine Learning y Deep Learning para detección y respuesta.
· Ingeniería inversa, debugging, hooking, fuzzing, exploiting, DFIR.
· Cómo hackear IA: LLM, prompt hacking, modeldrift, inferencia y envenenamiento de datos.
· Integración de desarrollo y operaciones seguras:
· DEV/SEC/OPS: metodologías y herramientas.
· DEV: MQTT, AMQP, patrones de desarrollo, desarrollo distribuido, CI/CD.
· OPS: puppet, jenkins, orquestación, virtualización y contenedores, artefactos.


[bookmark: Plazos_de_solicitud:]Plazos de solicitud:
· La fecha límite para la presentación de propuestas es el 31 de diciembre de 2025.
· La notificación de aceptación previa de autores se realizará el: 15 de enero de 2026. (NOTA: La organización informará a los candidatos tanto si su ponencia ha sido aprobada como si ha sido desestimada.)
· Fecha del Congreso VI Congreso ISACA IBEROAMERICA 2026: 26, 27 y 28 de Mayo 2026.
Para cualquier duda o aclaración respecto al VI Congreso ISACA IBERAMERICA 2026 dirigirse a: info@isacaiberoamerica.org.
A cada ponente se le proporcionará dos pases gratuitos para el evento, uno para él y otro para un acompañante a su elección.

Idioma: Todos los trabajos y presentaciones deberán presentarse, por defecto, en castellano o portugués. Se admitirán puntualmente ponencias en inglés.
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[bookmark: Requisitos_de_la_solicitud]
Requisitos de la solicitud
· Descargar,completar y remitir el formulario de solicitud “Solicitud Ponencia VI Congreso ISACA IBEROAMERICA 2026” adjunto (en Word o PDF)
· Tratar preferentemente sobre uno de los temas incluidos en la lista de temáticas.
· Indicar el título propuesto y un breve resumen de que asuntos se tratarán en la sesión.
· La ponencia, en ningún caso, puede ser comercial.
· La ponencia debe reflejar un caso práctico de implementación.
· Indicar qué conclusiones se espera que se lleve el asistente a la reunión.
· Incluir una pequeña biografía del autor o autores. Cargo con el que se quiere aparecer.
· Se admiten hasta dos ponentes por presentación.
· Aceptar por escrito las condiciones de difusión posterior de los contenidos de la ponencia por parte de ISACA Iberoamérica
· Los ponentes deben enviar sus propuestas a info@isacaiberoamerica.org. Se ruega completar adecuadamentetodosloscamposafindemantenerlacalidaddelainformacióny a fin de colaborar con la organización del Congreso.

Buscamos ponencias innovadoras relacionadas con la temática de este año: “Gobernar lo inesperado, Proteger lo esencial”.
Las propuestas de ponencias aceptadas se distribuirán en el programa considerando 4 exposiciones diarias por día de congreso. En total 12 exposiciones.
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